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Preface

This manual is for system administrators who are familiar with the UNIX®
operating system. This manual shows you how to do a first-time installation of the
DG/UX™ operating system and how to operate and manage the system on a routine

basis.

Are You Experienced?

‘We assume that you are not new to UNIX. You don’t need programming
experience to use this manual, but you must know

® The general file system layout of the UNIX operating system,

e How to use UNIX commands and a text editor,

o How to work within the UNIX directory structure and shell.

Manual Outline

Before you try to install anything, we recommend that you read Chapters 1
throngh 4. The remaining chapters are based on tasks and are best used as you do

those tasks.

This manual is composed of the following chapters and appendixes:

Chapter 1

Chapter 2

093-721052

Part 1: Managing a server or client OS with sysadm. How to use
sysadm menus for managing the OS of any AViiON machine
regardless of whether it is a stand-alone, server, or client
machine.

Part 2: Managing the server/client group (servnet) environment.
Focuses on what tasks need to be done and how to do them; not
dwelling on "who" does what task. Individual host administrators
in the servnet negotiate who will do what tasks. Explains
concepts and relationships: servers, clients. Shows the sequence
of a diskless client booting an operating system from an OS
server.

Planning and loading the DG/UX system. Shows how the
DG/UX file system has been reorganized to support the
server/client environment. Setting up a stand-alone or server
host. Setting up diskless clients on a server.
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Chapter 3

Chapter 4
Chapter 5
Chapter 6

Chapter 7

Chapter 8
Chapter 9

Chapter 10

Chapter 11
Chapter 12
Chapter 13

Chapter 14

Chapter 15

Appendix A

Appendix B

Appendix C

Appendix D

iv

Operating the DG/UX system. Startup and shutdown, recovering
from system trouble (e.g., crashes, power outages). Explanation
of rc scripts and run levels.

Reconfiguring the system on a routine basis. Setting tuneable
configuration parameters. Setting system date and time.

Managing releases, loading software, listing information about
releases.

Managing client machines. Setting defaults, adding clients,
deleting clients.

Using the disk management utility diskman to format physical
disks, create logical disks, create file systems, check file systems,
display physical disk information, update the operating system,
and do various other disk tasks.

File system management. Shows how to mount, unmount, add,
delete, and make backup tapes.

File information. Finding and displaying information on files and
file systems according to age, size, name, and block use.

Setting up and managing terminals.

Managing line printers and laser printers. Start/stop scheduler,
set defaults, cancel, enable/disable, add/delete printers, etc.

Setting up UUCRP files and directories.

Network terms and definitions. Basic network management
functions: setting parameters for NFS® and TCP/IP,
adding/deleting hosts and networks.

Adding user accounts, creating aliases and groups. Explains how
these are used and managed differently in stand-alone and servnet

situations.

Monitoring how system resources are being used with accounting
programs. Printing summary reports on system use.

Device names and codes for servers and workstations.

Directories and files. Descriptions of the directories and files
that are shipped with the DG/UX system.

Error messages: LP, UUCP, and errno error messages.

The fsck file system check and repair program: invoking,
options, arguments, output, and error conditions.
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Appendix E Expert UUCP information. Supplements information in Chapter
12.
Appendix F Glossary

Related Manuals

093-701052

System Manager’s Reference for the DG/UX™ System (093-701050). This
manual contains all the detailed descriptions (manual pages) for commands
relating to system administration or maintenance.

Managing NFS® and Its Facilities on the DG/UX™ System (093-701040).
This manual is for users, system administrators, and programmers. It
describes the user interface, system administration, and internal protocols
used by the Network File System (NFS).

DG TCP/IP (DG/UX™) User’s Manual (093-701023). This manual introduces
Data General’s TCP/IP (DG/UX) family of protocols and describes how to
use the package.

Using the DG/UX™ System (093-701035). This manual is for all users. It
describes in detail the primary tasks that a user is likely to perform in a
DG/UX environment. This manual includes short tutorials on commonly
used commands and shell scripts.

Using the DG/UX™ Editors (093-701036). This manual is for all DG/UX
system users. It describes how to use the DG/UX text editors including vi,
sed, editread, and ed.

Using the AViiON™ System Control Monitor (SCM) (014-001802). Describes
how to use the SCM commands and menus to debug programs, control
program flow, and boot media on AViiON RISC-based hardware.

Setting Up and Starting AViiON™ 5000 Series Systems (014-001806).
Describes how to unpack, check, and install system components and connect
options. Explains how to power up, run diagnostics, and load the operating
system. Includes operational, physical, electrical, and environmental
specifications of the computer unit.

Setting Up and Starting AViiON™ 300 Series Stations (014-001801). Describes
how to unpack, check, and install system components and options. Explains
how to power up, run diagnostics, and load the operating system. Includes
operational, physical, electrical, and environmental specifications of the
computer unit, monitor, keyboard, and mouse.
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Readers, Please Note

Data General manuals use certain symbols and styles of type to indicate different
meanings. You should familiarize yourself with the following conventions before

reading the manual.

Convention

Meaning

boldface

constant width/
monospace

italic

[optional]

$ and %

vi

In command lines and format lines: Indicates text (including
punctuation) that you type verbatim from your keyboard.

All DG/UX commands, pathnames, and names of files,
directories, and manual pages also use this typeface.

Represents a system response on your screen.
Syntax lines also use this font.

In format lines: Represents variables for which you supply
values; for example, the names of your directories and files,
your username and password, and possible arguments to
commands.

In format lines: These brackets surround an optional
argument. Don’t type the brackets; they only set off what is
optional. The brackets are in regular type and should not be
confused with the boldface brackets shown below.

In format lines: Indicates literal brackets that you should
type. These brackets are in boldface type and should not be
confused with the regular type brackets shown above.

In format lines and syntax lines: Means you can repeat the
preceding argument as many times as desired.

In command lines and other examples: Represent the system
command prompt symbols used for the Bourne and C shells,
respectively.

In command lines and other examples: Represents the New
Line key. Note that on some keyboards this key might be
called Enter or Return instead of New Line.

In command lines and other examples: Angle brackets
distinguish a command sequence or a keystroke (such as
<Ctrl-D>, <Esc>, and <3dw>) from surrounding text.

Licensed material—property of copyright holder(s) 093-701052
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Contacting Data General

If you have comments on this manual, please use the prepaid Comment Form
that appears after the Index.

Service assistance on Data General software or hardware is available via
telephone in the United States and Canada. Ask your Data General representative
for the number. Outside North America contact your local Data General office.

End of Preface
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Chapter 1
The Big Picture: Managing
DG/UX™ Systems

Welcome. You have opened this manual because you want to manage a
DG/UX™ system. In revisions of the DG/UX system before 4.10, we described
system administration tasks as being done by one person on a single machine that
supported users on a traditional multiuser system.

DG/UX system administration has changed.

Now, the DG/UX operating system also supports diskless client machines in an
OS server-client environment. An OS server machine uses the Transmission Control
Protocol/Internet Protocol (TCP/IP) and the Network File System (NFS®) to provide
an operating system to remote client machines. This scenario involves several sets of
tasks, which can be done by the OS server administrator or shared among OS client
administrators.

This manual will help you manage a DG/UX system running on the following
machines:

® Stand-alone machine - this could be a multiuser system that supports
conventional CRTs or a workstation that boots from its own disk.

® OS Client machine - a workstation that boots its operating system from an
OS server machine via TCP/IP and NFS.

® OS Server machine - a machine that provides a bootable DG/UX image and
file system space to diskless client machines via TCP/IP and NFS.

How Chapter 1 is Organized

This chapter is divided into parts One and Two.

Part One explains how to use the sysadm(1M) program for routine system
administration tasks, and gives general information about this manual. If you are
managing a stand-alone machine, and you prefer to skip information about OS servers
and clients, you can just read Part One. After that, you are ready to move on to the
installation material in the next chapter.

Part Two introduces the concept of a servnet and discusses the aspects of the
server and client relationship.
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The Big Picture: Managing DG/UX™ Systems

Administrative Roles

We’ve mentioned the kinds of machines you might be managing, but we haven’t
addressed what the tasks might be for each manager. In order to present a
recommendation for doing these tasks, we’ll refer to three machines: a stand-alone,
an OS server, and an OS client. The next three sections address what tasks will be
done on which machine. The following is meant as an example; tasks can be
negotiated and distributed as managers choose.

Tasks on Stand-Alone and OS Server Machines

A stand-alone multiuser machine provides one operating system release at a time
to many users at terminals. A stand-alone workstation usually provides one operating
system release for a single user.

An OS server can provides one or more releases to a number of client machines.
System management tasks done from a stand-alone or an OS server machine can
include:

® planning and installing the system
e formatting disks

® creating file systems

e starting and stopping the system
® reconfiguring kernels

® settting up printers and terminals
® doing system backups

® running the accounting programs

® managing user accounts

® managing the network

® setting up product parameter files
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The Big Picture: Managing DG/UX™ Systems

Tasks on a Data General OS Client

We’ll rely on certain assumptions throughout this manual. Let’s assume that
client machines in this manual are workstations. The OS client gets its operating
system from the OS server. We’ll assume that OS clients have neither disks nor tape
drives. We'll also assume that most system administration work will be done from the
OS server. Remember, these are assumptions for the sake of example. You could
have one server as the client of another server. A client could get its operating
system from one or more servers on the network. A client could have its own disk
(for swapping, storage, etc.) or tape drive.

Tasks that can be done from the OS client are

® selting up network parameters

® booting over the network from an OS server

® mounting file systems from an OS server and/or other hosts via NFS
® reconfiguring a different kernel than the OS server’s

® running accounting programs

Tasks on a Foreign OS Client

A Data General OS server can provide operating system service to a foreign OS
client, but the client is largely responsible for its own administration. Notable among
the foreign client’s responsibilities are reconfiguring the kernel, setting up and
managing networking software, and using its own operating system documentation.
To take advantage of the sysadm utility for foreign clients, you must set up a srv
directory structure for the foreign client systems. Chapter 2 shows how you can do
this in "File System Mapping: DG/UX to Foreign."
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The Big Picture: Managing DG/UX™ Systems

Part One: Managing with sysadm

The sysadm program is a menu-driven set of system administration procedures
that can be used by all three categories of administrator: stand-alone, server, or
client. The sysadm program and related files reside in /usr/admin. Menu screens
with interactive queries help you choose and execute commands. When you select a
function, represented by a menu selection, the sysadm program passes control to that
function. Then the function queries you for information, confirms the information
you supply, acts on your request, and returns control to sysadm.

To exit from any menu at any time, type q to return to the shell.

Help?

You can call up a HELP script on any menu item by typing the item number
followed by a question mark, ?. Also, whenever you don’t understand a query, type ?
and sysadm will print definitions or instructions about the particular query.

sysadm and diskman

In addition to sysadm, you will be using another utility called diskman, which
comes in two versions. Site without preloaded disks will use the stand-alone version
during installation to load the starter system components. Stand-alone diskman is in
the /usr/stand directory. Later, you’ll use the stand-among version for tasks such as
creating logical disks, creating file systems, deleting logical disks, and obtaining
information on physical and logical disks. You invoke this utility via the sysadm
diskmgmt command. In diskman, you choose from menus structured similar to those
of sysadm. See Chapter 7 for detailed information on diskman.

Using sysadm Commands

You can execute the sysadm command only when using the root login or the
sysadm login. We recommend that you rely on the sysadm login instead of the root
login. The sysadm login has /admin as its home directory, while the root login has /
as its home directory. The sysadm login ensures that your personal administrative
files (such as .login or .profile) are kept out of /; this results in a "cleaner" /
directory. You can invoke the sysadm command alone or with an argument. When
you type sysadm without an argument, the system displays the following top-level
menu:
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o

-

diskmgmt
sysmgmt
fsmgmt
fileinfo
ttymgmt
lpmgmt
usermgmt
uucpmgmt
networkmgmt
releasemgmt
clientmgmt

Enter a number,
? or <number>? for HELP,

a name,

—

SYSADM MAIN MENU

Enter the diskman program
System configuration management menu
File system management menu
File information menu

TTY management menu

Line Printer management menu
User management menu

UUCP management menu

Network management menu
Release Management menu
Client Management menu

the initial part of a name,

or q to QUIT:

y

Table 1-1 shows how you interact with the sysadm program. Note that the
character is not valid on the Main Menu. If you type it, you will be prompted again to
choose from the list.

Table 1-1 How to Use sysadm Menus

User Input  Description

number Select a command by number.

name Select a command by name.

? Print a HELP message to the screen.

lcommand Execute any DG/UX command then return to sysadm.
q Exit from sysadm back to the shell.

) Return to previous menu.

New Line Select the default. Defaults are in brackets.

" oA

NOTE: The interrupt character (Ctrl-C) and the EOF character (Ctrl-D) are
disabled while you are using sysadm. They are reenabled when you exit
sysadm or spawn a subshell.
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Now you know what sysadm is and you know the rules for accessing it. Let’s
look at the menus and see exactly what you have to work with.

The sysadm Menu Set

This section shows you the menus that are displayed as you select items from the
sysadm Main Menu.

1 diskmgmt

(r Diskman Main Menu

1 Physical disk management menu
2 Logical disk management menu
3 File system management menu

Enter ? or <number>? for HELP, ~ to GO BACK,
or q to QUIT:

-

J

-

o

2 sysmgmt
System Configuration Management
1 datetime Set the date, time, time zone, and daylight savings time
2 newdgux Build and install a new DG/UX kernel

3 tapedefaults Set defaults for tape use

Enter a number, a name, the initial part of a name,
? or <number>? for HELP, ~ to GO BACK, or g to QUIT:

~
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-

Enter a number,

3 fsmgmt
/r File System Management

1 addfsys Add an entry to the list of file systems

2 delfsys Delete an entry from the list of file systems

3 1sfsys List the available file systems

4 modfsys Modify an entry in the list of file systems

5 mountfsys Mount a file system

6 unmountfsys Unmount a file system

7 modcycle Modify the current position in the dump cycle list
8 fsdump Make backup tapes using dump

9 fsrestore Restore a complete file system from fsdump tapes
10 filerestore Extract a few files from fsdump tapes
11 addswap Add a swap entry to /etc/fstab file
12 clelswap Delete a swap entry from the /etc/fstab file

a name, the initial part of a name,
? or <number>? for HELP, ~ to GO BACK, or q to QUIT:

4 fileinfo

e

Ul W N

-

diskuse
fileage
filename
filescan
filesize

Enter a number,
? or <number>? for HELP,

File Information

Show free blocks on mounted file systems
Locate idle files in a directory tree
Locate files by name in a directory tree
Locate files with possible permission errors
Locate very large files in a directory tree
a name, the initial part of a name,
~ to GO BACK, or g to QUIT:

/
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5 ttymgmt

-

TTY Management

-

1 ttydefaults Define tty default settings
2 addtty Add a single tty entry

3 deltty Delete a tty entry

4 modtty Modify a tty entry

5 lstty List tty entries

6 installtty Add multiple tty entries

Enter a number, a name, the initial part of a name,
? or <number>? for HELP, ~ to GO BACK, or q to QUIT:

J

N

6 Ipmgmt
Line Printer Management

1 addlp Define a new printer

2 dellp Delete a printer

3 modlp Modify an existing printer

4 1slp List printers

5 defaultlp Define the default printer

6 acceptlp Set a printer to accept print requests
7 rejectlp Set a printer to reject print requests

8 enablelp Enable a printer

9 disablelp Disable a printer

10 queuelp Display the print queue of a printer
11 cancellp Cancel print requests
12 movelp Move print requests from one printer to another
13 startlp Start the lp scheduler

14 stoplp Stop the 1lp scheduler

Enter a number,
? or <number>? for HELP,

a name, the initial part of a name,
~ to GO BACK, or g to QUIT:

J
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-

.

W O N UL W

N
w N H o

User Management ‘\

userdefaults Set user account defaults

adduser Create a user account

deluser Delete a user account

moduser Modify a user account

lsuser List user account information

addgroup Add group entries

delgroup Delete group entries

modgroup Modify group entries

l1sgroup List group entries

addalias Add mail alias entries

delalias Delete mail alias entries

modalias Modify mail alias entries

lsalias List mail alias entries
Enter a number, a name, the initial part of a name,
? or <number>? for HELP, ~ to GO BACK, or q to QUIT:

~

8 uucpmgmt
/f
UUCP Management
1 addsystem Add an entry to the UUCP Systems file
2 delsystem Delete an entry from the UUCP Systems file
3 modsystem Modify an entry in the UUCP Systems file
4 lssystem List entries in the UUCP Systems file
5 adddevice Add an entry to the UUCP Devices file
6 deldevice Delete an entry from the UUCP Devices file
7 moddevice Modify an entry in the UUCP Devices file
8 lsdevice List entries in the UUCP Devices file
9 addpoll Add an entry to the UUCP Poll file
10 delpoll Delete an entry from the UUCP Poll file
11 modpoll Modify an entry in the UUCP Poll file
12 1lspoll List entries in the UUCP Poll file
13 trysystem Test a UUCP connection
Enter a number, a name, the initial part of a name,
? or <number>? for HELP, ~ to GO BACK, or q to QUIT:

_/
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9 networkmgmt

-

addhost
delhost
modhost
lshost
addnetwork
delnetwork
modnetwork
lsnetwork
addether
delether
modether
1sether
nfsparams
tcpipparams

W O ~N Oy Ul W

[
B W o

—

Network Management

Add an entry to
Delete an entry
Modify an entry
List entries in
Add an entry to
Delete an entry
Modify an entry
List entries in
Add an entry to
Delete an entry
Modify an entry
List entries in

Set boot time parameters for NFS and YP

the hosts file

from the hosts file
in the hosts file
the hosts file

the networks file
from the networks file
in the networks file
the networks file
the ethers file.

from the ethers file.
in the ethers file.
the ethers file.

Set boot time parameters for TCP/IP

Enter a number, a name, the initial part of a name,
? or <number>? for HELP, =~ to GO BACK, or g to QUIT:

10 releasemgmt

addrelease
delrelease
lsrelease
loadpackage
setuppackage
makesrv
lstoc

N oUW

Enter a number,

-

? or <number>? for HELP,

Software Release Management

Add a software release area

Delete a software release area

List information about software releases
Load software into a release area

Setup software in a release area

Create the initial /srv directory tree
List the table of contents from a release tape

a name, the initial part of a name,
~ to GO BACK,

or q to QUIT:

_/
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11 clientmgmt

Diskless Client Management

1 addclient Add a diskless client entry

2 delclient Delete a diskless client entry

3 1lsclient List information about diskless clients

4 clientdefaults Create or modify a set of diskless client defaults
5 bootdefault Change the default release for a client

Enter a number, a name, the initial part of a name,
? or <number>? for HELP, ~ to GO BACK, or q to QUIT:

e _/

Invoking sysadm with Arguments

Earlier, we mentioned that you could invoke sysadm with an argument from the
command line. Any of the selections from any menu can be arguments. In the
following example, we use sysmgmt, but we could just as easily have used datetime as
an argument. Let’s look at the example. From the shell, you can by-pass the Main
Menu and go directly to the sysmgmt menu by typing:

# sysadm sysmgmt

Your screen displays the following:

/

System Configuration Management

1 datetime Set the date, time, time zone, and daylight savings time
2 newdgux Build and install a new /dgux kernel
3 tapedefaults Set defaults for tape use

Enter a number, a name, the initial part of a name,
k\é or <number>? for HELP, ~ to GO BACK, or q to QUIT:

~

At this level, sysadm waits for your next choice. But perhaps you want to go even
farther. You need not stop here if you already know you want to go to the datetime
function. In this case, you can simply type:

# sysadm datetime o

When you use a direct command like this, you avoid walking through two menus, and
the system tells you where you are within the sysadm scheme:

093-701052 Licensed material—property of copyright holder(s) 1-11



Part One: Managing with sysadm

Running subcommand ’datetime’ from menu ’sysmgmt’,
SYSTEM CONFIGURATION MANAGEMENT

The current time zone is EST. Daylight Savings Time is used.
The current date and time are: 05/10/89 08:35.

Next, you will be asked what time zone you’d like. The default is the current time
zone, in this case Eastern Standard Time, as indicated by number 3 in brackets
below. If you’d like to change to another time zone, type ? to see a list of time zones.
For now, let’s say that you want the default time zone. As you respond to each query
line, another is printed. Below, we show how repeated New Lines advance us
through each datetime query, accepting the current defaults.

Time Zone? [3] 9

Does your area use Daylight Savings Time? [y] 9
Month? [05] 9

Day of the month?[10] 9

Year? [89] 2

Hour? [08] 2

Minute? [36] 29

No changes were entered.

~

Press the New Line key to see the sysmgmt menu [?, T, g]:

The sysadm Pager

When sysadm prints more than a screen full of text, you’ll need to press the
space bar to display the next page of text. You’ll see the following when a function
uses the pager:

Next Page?

Remember, anytime you are unsure of how to respond to a query, type ? to
display HELP message.

Shell Escapes

You can escape to the shell while in the middle of using a sysadm function.
When you conclude your command, you automatically return to where you were in
sysadm. And you continue as before. If you use the sh command with !, you’ll
spawn a new shell and sysadm continues to run in your previous shell. So if you use
!sh to spawn a new shell, remember to use either the exit command or a Ctrl-D to
return to the sysadm you left running in the previous shell. Do not type the sysadm
command from the new shell you’ve spawned; this will create another image or copy
so that rwo sysadm programs will be running.
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Using Procedures

In each chapter, we’ll show examples of each sysadm procedure in the order it
appears on its main menu. A chart precedes each procedure giving instant
information on the purpose of the procedure, commands to use, location of those
commands in the sysadm scheme, and any special instructions or references. Use
these charts as a quick check that you have chosen the correct procedure before
starting. The charts follow this style:

Purpose Summary of the procedure’s use.
Starting The run level the OS should be in when you begin the
Conditions procedure.

Any special login requirements.

sysadm menu The part of the menu package that contains the
commands to perform the procedure.

Commands The commands used to perform the procedure.

Special Instructions | Reference pages that you may want to consult.
References Host requirements if necessary: OS server, OS client,
NFS server, or YP server.

Command References

Sometimes we will refer you to manual reference pages, or man pages. Each one
describes a DG/UX command, system call, file, or program. A man page has a name
and a section number. Here’s what a man page reference looks like:

wall(1M)
A wall is a command that means "write to all", a way of sending a broadcast message

to all users. The (1M) tells you in what reference manual the command is found.
The numbered sections are located in the following manuals:
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Table 1-2 Reference Manuals for the DG/UX System

1) User’s Reference for the DG/UX™ System

(IM), (7), (8) System Manager’s Reference for the DG/UX™ System

1), @ Programmer’s Reference for the DG/UX™ System, Volume 1
(3), (4), (5), (6) Programmer’s Reference for the DG/UX™ System, Volume 2

Users can display any reference page on their screens with the man command.
Here’s how a user would display the wall man page:

$ man wall

This command gives you the same information as the printed reference page.

DG/UX Expert Sections

At the end of some chapters in this manual, you will find an expert section, such
as Chapter 10’s "Expert TTY Information." We use the word experr only to point out
that you do not have to read these sections to manage your system; sysadm is
designed to guide you through any administrator’s task. Enter these expert areas if
you need to deviate from sysadm or to learn more about the workings of the DG/UX
system.

You should be aware that sysadm imposes certain restrictions on the use of file
structures. Let’s look at an example. Say, for instance, you’re the administrator of a
stand-alone system and you use the sysadm addtty command for adding terminals.
This command writes entries to the inittab(4) file in a specific format that the sysadm
program looks for and uses when you invoke other sysadm commands such as Istty
and deltty. If, for some reason, you were to use a text editor and make a tty entry in
a slightly different format, the terminal would function normally, but the sysadm
program would be unaware of that terminal’s existence. So, if you’re expert enough
to make such changes to various files, then we want you to have the information to
ensure that your actions result in changes that the sysadm program can use. For our
example above using addtty, you need to know that entries that are written to the
inittab file look like this. Here are three entries:

rc4:4:wait:/etc/rc.init 4 > /dev/console 2>&l
00:23:respawn:/etc/getty tty00 9600 vt100
01:23:0ff:/etc/getty tty05 9600 vt100

In the expert sections, you may see details on files, directories, commands,
alternate procedures, shell programs, subsystems, etc., depending on the subject
matter of the chapter. But remember, these sections are optional; you do not need
to read them to manage your system.
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Part Two: Managing Servers and Clients

We have made a distinction between machines using the terms stand-alone, OS
servers, and OS clients. Each machine has its own manager, but how these managers
cooperate is a matter of negotiation. Our examples throughout this manual will
assume that the manager of the OS server machine does the bulk of administration
work for his system and for his client’s systems. The OS server runs TCP/IP and
NFS. The YP database is maintained on the OS server machine. You may choose to
do things differently.

Terms

To begin understanding the server and client relationship, let’s look at some
terms we’ll be using in this manual.

host refers to any machine: stand-alone, server, or client.

stand-alone a machine with its own disks. Some stand-alones support dumb
terminals in a traditional multiuser environment where all terminals
are running the same release. A stand-alone does not need TCP/IP
or NFS to service its terminals, and it has no OS clients. A
workstation with its own disk is also a stand-alone.

OS server refers to a host providing an operating system and disk space for
client machines. Servers can be homogeneous or heterogeneous.

A homogeneous OS server provides a single system release to many
other clients which all share a single copy of some of the system
release files (usr), but which also maintain private copies of other
system release files (root). Processing is done on each client’s
processor.

A heterogeneous OS server provides many system releases to many
clients. Clients share release software (usr) and maintain private
files (root) the same way clients of homogeneous OS servers do;
clients have the ability to boot other OS releases supported by the
server if the other releases are compatible with client hardware.

Note that there are other kinds of servers besides OS servers. A
Yellow Pages (YP) server provides YP database information to YP
clients. An NFS server provides file system access to remote NFS
clients. When the term server is used unmodified it refers to an
OS server.

client a host which gets its system files from a disk connected to an OS

server. When the term client is used unmodified it refers to an OS
client.
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diskless client

workstation

servnet

directory tree

mapping

release dependent

1-16

an OS client with no disks of its own. An OS client may have its
own local disk, but uses an OS server for its system software (the
traditional / and usr directories).

a system with its own processor, its own graphics terminal, and
graphics software (shared or host dependent). A workstation could
be an OS server, or an OS client with or without disks.

the collective unit formed by an OS server, its clients, and its
releases. For example, a server supplying OS releases for two
Data General workstations and one foreign workstation would be a
servnet.

refers to the /(root), /usr, /srv, and other directories that make up
the directory space of a DG/UX system. Since diskless clients in
DG/UX 4.10 allow /, /usr, and /srv to be subdirectories in the
server’s file system, the terms root file system and usr file system
are no longer appropriate when referring to a client. Clients use
directories on the server for these functions instead of having their
own file systems. The OS server has a root logical disk file system
and a usr logical disk file system which contains the software
associated with the primary release. (The primary release resides
in /srv/release/PRIMARY.) By logical disk file system, we mean
a file system directly associated with a specific logical disk; the
general case of one logical disk = one file system. See Chapter 7
for more on logical disks.

associating the elements of two different representations of a
system (like a directory tree) so that a correspondence exists
between the two systems. Every element in one system can be
mapped to an element in the other system.

The sysadm program maps all of a host’s root and usr directory
trees through the /srv directory tree. Mapping all root and usr
directory trees in a single, consistent way eliminates the need for
conversions if a host’s role changes from stand-alone, server, or
client.

Because information describing the OS clients and releases is kept
in the /srv directory tree, OS server hosts should create a separate
logical disk named srv. Within the srv directory tree, the directory
PRIMARY is used to manage primary releases. The directory
MY_HOST is used to manage a host’s root directory tree. Both of
these names are reserved and should not be used elsewhere.

the system commands and files that are dependent on a release. A
file that can’t or shouldn’t be shared between releases is release
dependent. 1f, for example, man pages and certain ASCII data
files can be shared by more than one release, then they are release
independent. The master files and most commands are examples
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of release dependent files. Release dependent files may or may not
be host dependent.

host dependent the commands and files that are dependent or unique to an
individual host. If a given file can’t or shouldn’t be shared
between several hosts, then it is host dependent. Every client host
needs its own copy of host dependent files and needs to be able to
write to its own data files. This class of files also contains the set
of commands and data files required to boot a host. The
/etc/passwd file and .profile are examples of host dependent files.
Host dependent files may or may not be release dependent.

package a set of software traditionally called a product.

release a set of software intended for a specific architecture and operating
system. A release encompasses all software required for a host.
A release identity is defined by the contents of the release’s /usr
directory. Additional software packages loaded into the release’s
/usr directory become part of the release.

composed release multiple products packaged on a single tape set that can be
installed by sysadm. Each product tape has its own install and
setup routines that can be executed at load time.

primary release  the release that resides in the server’s root and usr logical disk-file
systems. Other (secondary) releases may reside on the server in a
separate  directory. The primary release resides in
/srv/release/PRIMARY.

foreign release a release supplied by a vendor other than Data General. Releases
supplied by Data General are called native releases.

tapeless an OS server without a tape drive. To read a release tape, a
tapeless server must access another host that does have a tape
drive.

Managing in the Servnet

Now that you’ve read the terms, let’s begin using them to show how they come
together. Since you’re reading Part Two, we assume you are not managing a stand-
alone multiuser system. You are a manager in a servnet, that is, you are managing
either an OS server or an OS client. Let’s start with the OS server.

The OS Server

All system software for releases and clients resides on the OS server’s disk. The
server has its own separate / (root) file system. It is a single-piece logical disk and
contains only the server’s / root system files for the primary release. Its size is not a
function of the number of clients or releases on the system; client roots reside on
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other logical disks. The size of the logical disks that contain client roots vary
according to client requirements. The sysadm program accesses the server’s root by
the path /srv/release/PRIMARY/root/MY_HOST.

The server also has a separate fusr file system; a single-piece logical disk
containing the server’s primary release usr files. If a server runs a secondary release,
the /usr directory tree for the secondary release is stored on a logical disk separate
from the server’s root and usr logical disks.

In a heterogenous servnet, there may be many /usr directory trees, each of which
is associated with a specific release. There may also be many / directory trees, each
of which is associated with a specific host and release.

The OS server uses sysadm(1M) and the /srv file system to manage hosts and
releases. This file system contains subdirectories for releases, kernels, and client
roots. It also contains data files used by the sysadm program in tracking and
managing clients and releases.

Phase One in Chapter 2 covers the topics introduced in this section in more
detail. See Appendix B, "Directories and Files", for a breakdown of the /, /usr, and
/srv directories.

The OS Client

An OS client may or may not have its own physical disk. In either case, the OS
client will still get its bootable DG/UX image from an OS server. The client may also
boot more than one release on a server, or if a server is down, the client could boot
from another server on the local network. So, while a client is dependent on a server
for its OS, it has the independence of booting from another source if necessary. The
sysadm program accesses the client’s root directory by the path
/srv/release/PRIMARY/root/MY_HOST.

For our examples in this manual, we’ll assume that OS clients are diskless. Some
clients may have their own physical disks that they might use for swapping or general
storage, while still booting their operating system from a server.

As we said, tasks are arranged by negotiation. Doing backups is such a task.
Tapeless client managers might arrange to access a remote tape device and do their
own individual backups. Or, the server manager might do all backups on all clients at
one time.

Like any other machine running NFS on a network, the client acquires and uses
the resources of other machines by mounting remote file systems.
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Windows

Most client workstations will be running some kind of windowing program. Our
example system includes a server that has a logical disk named u_opt_x11 for the X
Window System™. Users on workstations may start a windowing program from the
command line, or they may be set up such that an rc script starts the windowing
program. See Chapter 3 for information on re scripts.

How an OS Client Boots

An OS client gets operating system service from a server on the local area
network; we refer to this process of booting over a network as netbooting. Before a
client can netboot, the client manager and server manager must talk and exchange
information. Assuming that the OS server is already running TCP/IP and NFS, here
is the sequence leading up to a client’s successful netboot.

1) The OS server manager must get the Ethernet address and host name of the
OS client wishing to boot.

2) The OS server manager assigns an Internet address to the client host.

3) The OS server manager uses sysadm to install the client and assign the client
to a specific OS release. The sysadm addclient function uses this Ethernet
and Internet information to set the client’s bootstrap files and make them
accessible to the network.

4) The OS client host powers up and sends out its Ethernet address in a
broadcast message. The OS server host recognizes the client’s Ethernet
address and sends back the client’s Internet address. The client host sends
another message which generates a boot file name in the server hosts’s
/tftpboot directory. The OS server host sends a boot program to the client.

5) The OS client uses rarp to get its Internet address again from the OS server.

6) The client uses the bootparams RPC service to locate the name of the NFS
server that holds its / (root) file system. The bootparams database is stored
in a YP map or a local file.

7) The client uses NFS and mounts the remote root file system, and opens and
reads the kernel binary file. The kernel forks a shell to read the system
startup file and the client comes up in a default run level.

TCP/IP, NFS, and YP

The servnet relies on TCP/IP and NFS to provide operating system service to
diskless clients. These products are shipped as part of the OS server’s release
package. This manual will show you the parameters we’ll use for TCP/IP and NFS
that apply to a sample installation. This manual does not provide any detailed
information on these networking products. If you need conceptual information on
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these products, see Installing and Managing DG TCP/IP (DG/UX™) and Managing
NFS® and Its Facilities on the DG/UX™ System before you attempt to install either
product.

Although the Yellow Pages (YP) are not absolutely necessary for managing a
servnet, it is a facility that provides an efficient database method for tracking and
servicing users and machines. We’ll use YP in our example system and we
recommend that you use it also. Managing NFS® and Its Facilities on the DG/UX™
System gives information on setting up YP on a server or client host. Note that the
Yellow Pages can be managed from any host on the servnet. For convenience, we’ll
manage the YP from our OS server, the master server in our example system.

End of Chapter
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Chapter 2
Installing the DG/UX System

Let’s get started. Installation information in this chapter applies to stand-alone
multiuser systems, stand-alone workstations, or OS servers supporting diskless
workstations. Some material in this chapter is useful if you’re installing an update of
the DG/UX system on an already-installed system; however, the chapter is primarily
intended to help you through the initial installation. If you are installing an update on
an existing DG/UX system, refer to the release notice provided with the software.

As we go through setting up our example system, you’ll find that installing a stand-
alone machine is only slightly different from installing an OS server to support
diskless workstations.

In this chapter, we’ll look at an installation checklist and an example hardware
configuration that we’ll use to install the operating system. Then, we’ll take a brief
look at the device specifications that you’ll see recurring throughout this manual.

And finally, the bulk of this chapter details four sequential installation phases. We
strongly recommend that you complete all steps in a phase, in order, before moving
to the next phase. Your circumstances will determine which phases you need to do.

® Phase One: Planning the Installation -- sizing disks, naming file systems,
listing devices, comparing DG/UX and foreign directory trees.

® Phase Two: Loading the Primary Release -- using diskman(1M) to load the
primary release and create the OS logical disks and file systems.

® Phase Three: Customizing the Primary Release -- booting the starter system,
loading software packages, building a custom kernel, setting a default boot
path, creating other logical disks and file systems, adding user accounts,
adding terminals, adding printers.

® Phase Four: Adding OS Releases and Clients - adding secondary releases,
adding diskless clients to a release, setting up diskless clients.

If you have a preloaded physical disk containing the basic software configured to
default values, you may be able to skip all of Phase Two. Even if you have a
preloaded disk, you’ll still need to understand concepts, plan for your specific needs,
and execute commands to create a usable system.
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Important: Read all of Phase 1 before starting the installation.

Before You Begin

On the opposite page is a 22-step installation checklist composed of the major section
titles of this chapter. This is your path from start to finish. We’re assuming you have
read Chapter 1 thoroughly and you are now familiar with the sysadm program, and
you have a plan in mind for setting up a stand-alone host, an OS client, an OS server,
or a combination of these.

Setting up a stand-alone machine (multiuser or workstation) or a server machine are
very similar operations. If you want to install a diskless machine on an existing
server, then space must be allocated on the server’s disk.

The OS server host differs from the multiuser host in that it must be running
networking software and must have extra logical disk space allocated for clients’ root,
swap, and dump purposes. The processes of setting up these different hosts have a
common progression line; that is, if you take the setup for a multiuser machine and
add extra logical disks plus extra networking software packages, you have an OS
server. To an OS server you can add diskless clients that boot their kernels over the
network. These clients can run the primary release (the same one that the server
runs) or a secondary release. Clients can be Data General machines or foreign
machines.

Reading the checklist carefully will give you a sense of both the straightforwardness

and the complexity of what you are about to do. Make a clear plan based on your
changing future needs.
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Checklist: Installing the DG/UX System

Phase 1: Planning the Installation

[] Step 1 Planning Resources and Using DG/UX Conventions
[[] Step 2 Planning Disk Use for Releases

[] Step 3 Listing the Devices on Your System

[[] Step 4 Assembling Information for the Example System

[] Step 5 Understanding the DG/UX Directory Tree

Phase 2: Loading the Primary Release

[] Step 6 Booting diskman from Tape

[] Step 7 Initializing Physical Disks with diskman

[] Step 8 Creating System Logical Disks and File Systems

[] Step 9 Loading DG/UX Software onto System Logical Disks
[] Step 10 Updating System Software

Phase 3: Customizing the Primary Release

[] Step 11 Booting the Starter Kernel

[] Step 12 Creating Other Logical Disks and File Systems
[7] Step 13 Loading Software Packages with sysadm

[] Step 14 Setting Up Software Packages with sysadm

[] Step 15 Building a Custom Kernel

[J Step 16 Setting Default Boot Characteristics

[] Step 17 Starting System Administration

Phase 4: Adding OS Releases and Clients

[] Step 18 Adding Secondary Releases

[] Step 19 Building Kernels for Diskless Clients
[[] Step 20 Setting OS Client Defaults

[] Step 21 Adding OS Clients

[] Step 22 Booting and Setting Up an OS Client
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Our Example System

We'll be setting up a servnet consisting of one OS server and two diskless clients.

The components of the system are:

Server: One AViiON system named sales

Two 322-Mbyte Ciprico ESDI disks

One Systech asynchronous controller

One Interphase Hawk ethernet network controller

One SCSI tape drive with SCSI adapter

One serial lineprinter

Diskless Client Workstations: dgl (AViiON) and sunl (foreign)

Client Client
dgl sunl
[ Ethernet
VME bus
hken
controller
VME bus
VME bus ESDI disk 0
controller disk 1
VME bus SCSI SCSI bus SCSI
OS Server adapter tape drive
sales
VME bus 1
syac Y .
controller printer
Figure 2-1 An Example Servnet
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Device Specifications: General Background

The information in this section is intended to introduce you to the methods for
specifying devices for AViiON hardware running the DG/UX system. For the most
complete details on setting up and selecting what device specifications to use, refer to
your hardware manual for starting and setting up your machine, and to Using the
AViiON ™ System Control Monitor (SCM). Also, see Appendix A in this manual,
"Device Names and Codes."

Devices such as disk controllers and tape drives communicate with the operating
system via device driver programs. To access a device, the operating system must be
able to uniquely identify the device. This is done with device codes. Device codes
are derived from the hardware identifier that is used during an interrupt. Therefore,
device codes reflect the interrupt structure of the host system.

Note that the device codes for our example system reflect our specific configuration.
Device codes for devices on the VME bus can be jumpered as you desire.
Instructions on jumpering are included as part of the documentation that is shipped
with a particular board or device.

Our example system has one ESDI controller. ESDI controllers support up to three
ESDI disks, (units 0, 1, and 2). Data General has set two default device numbers
(that represent base addresses) for ESDI controllers. This means that you can have
up to two ESDI controllers with a total of six disks in the default situation. If you
need to have more than six disks, you will have to select unused base addresses for
the additional controllers needed. See Appendix A for a listing of default and base
addresses for AViiON servers and workstations.

Syntax

A device specification consists of a mnemonic that identifies the type of device and
sorme optional numerical parameters:

device_mnemonic [ @device_code] ([parameters])
where the fields are as follows:

device_mnemonic A two-to-four letter mnemonic used to identify the device.

device_code If your driver is for a controller or adapter you enter its device
code preceded by an @ (at) sign; for example, @18
(hexadecimal).

parameters The parameters for the device specification depend on the type

of device and whether the device is a controller, adapter or
device (unit).
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The following are valid device specifications:
cied(0,1) Drive 1 on Ciprico ESDI disk controller 0.

cied() Ciprico ESDI disk controller with all parameters assuming
their default values.

cied@72(fffff500,0) Drive 0 on the Ciprico ESDI disk controller at the non-
standard base address Oxfffff500, with the non-standard device
code 72. This would be an example of adding another disk
device after you had used up the default device codes.

sd(cisc(1),2) The SCSI disk at SCSI id 2 reachable through the first SCSI
adapter 1.

st(insc(),4) The SCSI tape at SCSI id 4 reachable through the first
integrated SCSI adapter.

sd(insc(),*) All the SCSI disks reachable through the first integrated SCSI
adapter.

Simplified Device Specifications

Most of the time you will not need to type in a long specification, such as
sd(cisc(1),2). A time when you will have to use this form is when interacting with the
diskman program. But when you boot your system for the first time, a script runs
called chk.devlink. This script reads the device files in /dev and sequentially maps
each device to a number starting with 0 through n devices of a particular kind. When
the mapping is complete, you can type in the number instead of the specification
when you need to specify a device. For instance, 0 represents your first tape drive, 1
represents your second disk, and so on. Read your /etc/devlinktab file after booting
to see how your devices are mapped. You can change the mappings in this file and
your changes will take affect the next time you boot.

To specify tape devices over the network, see the man pages rtapes_tab(4), rmt(1),
and pmtd(1).
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Phase One: Planning the Installation

Phase One: Planning the Installation

Planning the system involves:

® Planning Resources and Using DG/UX Conventions

® Planning Disk Use for Releases

® Listing Devices on Your System

® Assembling Information for the Example System

® Understanding the DG/UX Directory Tree

Step 1: Planning Resources and Using DG/UX
Conventions

Your interactions with the DG/UX operating system will go much more smoothly if
you observe the following conventions:

hosts

releases

logical disks

packages

086-000161

Machine names should be such that you can easily associate them
with their origins. This is especially valuable in an environment
where many remote file systems are routinely mounted. For
example, you could name machines according to owner, group,
project, or department. Do not use the capitalized names
MY_HOST or PRIMARY; these names are reserved by sysadm for
managing releases.

Release names are used by sysadm in the following form:
architecture_os_version

For example, the DG/UX release name is 88k_dgux_4.20, which
also happens to be the primary release for our example system.

DG/UX loading facilties and internals require that system software
is on logical disks named root, usr, and swap. Other logical disks,
should be named such that they are easy to associate with their
contents or origin. For example, on a host named sales, you might
have a logical disk named sales_accounts to associate it with the
specific machine. The file system on which sales_accounts might
be mounted on the OS server would be /sales/accounts. Other
hosts on the network would always know where the file system was
physically located.

This refers to packages such as the X Window System™ (X11).
You can make logical disks for each package or put all packages in
a single logical disk. For package X11, we’ll create a logical disk
named usr_opt_X11. This logical disk would be mounted on
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Phase One: Planning the Installation

root directories

local software

/usr/opt/X11. Clients would mount this file system to access
windowing software.

Client machines will receive their root directories by mounting a
file system on the OS server during the netboot process. This file
system has the form:

/srv/release/release_namel/root/client_name

For example, a client host named dg1 would mount the following
on / and /swap:

/srv/release/PRIMARY/root/dgl on /
/srv/swap/dgl on /swap

We suggest you use the directories /local (host-dependent)and

/usr/local (release-dependent shared) for your site-specific shell
scripts, programs, etc.
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Phase One: Planning the Installation

Step 2: Planning Disk Usage for the Release

Although you may have received a preloaded disk, you still have to create logical
disks to complete your environment whether you’re setting up as a stand-alone or a
server machine. A preloaded disk means that some logical disks already exist on
your physical disk when you start installation (root, usr, usr_opt_X11,
usr_opt_imagen, and swap).

You will have to plan your physical disk use based on your specific needs. Our
sample installation includes one OS server and two diskless client machines, dgl and
sunl. Since we have a server machine, we’ll be realistic and think ahead. How many
more clients will we be serving in the future? For the sake of example, let’s say
within the next year we intend to have four Data General OS clients and two foreign
OS clients.

The first thing we need to do is write down what we think our system will look like.
We find out what our system will look like by answering questions such as: What
logical disks will we need? How will we distribute them across disks? How much
disk space do we have? How do we allocate space for diskless clients? Table 2-1
shows how we have planned our physical disks (PD), logical disks (LD), and file
systems. Entries with stars might have come preloaded on your disk.

Table 2-1 A Logical Disk-File System Plan

Disk Type PD Name LD Name Piece  Mounted File
System Name
Ciprico ESDI  cied(0,0)  * swap 1
* root 1 /
* usr 1 /usr
* usr_opt_X11 1 /usr/opt/X11
* usr_opt_imagen 1 /usr/opt/imagen
sales_accounts 1 /sales/accounts
Ciprico ESDI  cied(0,1) srv 1 /srv
srv_dgux420 1 /srv/release/PRIMARY/root
srv_sunos4 1 /srv/release/68k_sunos_4.0
srv_swap 1 /srv/swap
var_tmp 1 /var/tmp
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Phase One: Planning the Installation

System Logical Disks

We have set default sizes for the root and usr logical disks. A block is 512 bytes.
The minimum usr block size will accomodate the DG/UX operating system, TCP/IP
(10,000 blocks), and NFS (20,000 blocks). You may want to make your usr smaller if
you don’t intend to run TCP/IP and NFS.

Application Packages --

For other packages, such as X11, you can use one logical disk to contain all packages,
or you can create a separate logical disk for each package. To minimize disk use,
we’ll make one logical disk to fit the size of each package.

Swap Space --

Swap logical disks differ from others in that they don’t usually need to be file
systems; they exist to ensure that memory is not in contention among processes
waiting to run and processes ready to run. So that processes waiting to run do not
take up memory space, they are written out to the swap space until they are ready to
run. So we’ll need a system swap logical disk for the server, and we’ll need another
for our OS clients (srv_swap). You’ll notice that srv_swap is a file system so that
our diskless clients can swap over the network. The amount of swap space needed is
a function of a machine’s physical memory. Multiply your physical memory by 1.5 to
get the amount of swap space you need. The minimum swap space we recommend is
33,000 blocks. If you specify less, diskman returns you to the main menu.

Our main system logical disks are

root * default: 40,000 blocks (single-piece logical disk)

*

usr default: 160,000 blocks (single-piece logical disk)

swap * default: 30,000 blocks

usr_opt_X11 * default: 105,000 blocks

Client Logical Disks

Later, we’ll be creating other logical disks to suit our needs as an OS server. We
need space for client home directories, client swapping, for our window application
package, root space for clients running the primary release, root and usr space for
two foreign clients, and some general tmp space.

We want our primary OS clients to share the same kernel. In order for this to be
possible, all primary clients’ roots must be able to share the same logical disk space.
So we must size the logical disk based on the total number of clients that will share it.
Although we only have one primary client now, we’re assuming that in the near future
we’ll be adding three more, thus we’ll make a srv_dgux420 logical disk of adequate
size for four client root directories.
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Phase One: Planning the Installation

The logical disks we need are

srv * Minimum: 2000 blocks (required for servers only)
Srv_swap * 128,000 blocks (four clients at 32,000 blocks each)
usr_opt_X11 * 105,000 blocks (the package size)

usr_opt_imagen * 15,000 blocks (the package size)

srv_dgux420 * 160,000 blocks (primary release for 4 clients)
srv_sunos4 * 270,000 blocks (secondary release for 3 clients)
var_tmp * 30,000 blocks

You should consider leaving part of your physical disk space free for adding future
packages.

Calculating Primary and Secondary Logical Disk Space

Here is how we calculated the space we needed for our client release areas.
Primary Releases --

For diskless clients running the primary 88k_dgux_4.20 release, we’ll create a
srv_dguxd420 logical disk according to the following formula:

No. clients * (client root size)= srv_dgux420

4 * (40,000) = 160,000 blocks

Secondary Releases --

Here’s how we calculate a secondary release space for our two foreign clients. Note
that we add an extra 150,000 blocks (or whatever is necessary) for the foreign system’s
usr space.

total client root sizes + usr size = srv_sunos4

120,000 + 150,000 = 270,000 blocks

Be sure to check the documentation for foreign systems for the correct amount of
space to allocate for / and /usr.

Note that we created a var_tmp logical disk. Since /var is part of the root logical
disk and we expect our system to make substantial use of the /var/tmp area, we
decided to set up a separate logical disk. This protects the rest of the root file system
from filling up if /var/tmp fills up. We could have done the same thing with
/var/mail or any other subdirectory of /var that doesn’t contain files shipped with the
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Phase One: Planning the Installation

DG/UX release.

Home Directories

Our diskless clients will need home login directories. For this purpose, we’ll create
the sales_accounts logical disk. We have about 283,000 blocks left on this disk.
Let’s assume that 200,000 blocks will be enough for this logical disk. We’ll leave the
rest of the disk as free space for future needs.

Toggling Between Primary Releases

Most servers will run a single primary operating system. If you should want to set up
your server so that it can run more than one primary operating system, you will have
to plan your disk usage differently than we did in Figure 2-2. Our plan sets up our
server to run only one primary operating system. We would have to reload a new
primary system in order to run another one. If you want to have the ability to
shutdown one primary OS and then reboot another primary OS, then you need to set
up three additional logical disks for the second primary OS. For example, if you
wanted to toggle between DG/UX 4.10 and DG/UX 4.20, you might have additional
logical disks as follows:

dg_410_usr To mount as a second usr.
dg_410_serv_root To mount as the server’s / file system.

dg_410_client_root To contain the roots for your clients.
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Phase One: Planning the Installation

The Completed Disk Layout

Figure 2-2 shows how we have allocated our two physical disks for our example

system. The Internal Area contains the Primary System Area (PSA), bootstrap
programs, the Logical Disk Piece Table, Bad Block Tables, and the Bad Block

Remap Area.

cied(0,0) cied(0,1)
Internal Area Internal Area
swap srv
root
srv_dgux420
usr
srv_sunos4
usr_opt_X11
usr_opt_imagen
srv_swap
sales_accounts
var_tmp
Free Space Free Space

Figure 2-2 Disk Layout for the Example Servnet

Notice that we have most of the logical disks related to our servnet on one disk. A
multiuser or stand-alone system might have a similar layout as our first disk.
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Phase One: Planning the Installation

Step 3: Listing the Devices on Your System
Table 2-2 shows the device information pertinent to our example system. See Using

the AViiON System Control Monitor (SCM) for detailed information on setting device
information for your particular system.

Table 2-2 Device Information for Our Example System

Device Specification | Device No. | SCSI ID No.
First disk controller cied(0,0) 18 NA

(boot disk)

Second disk controller cied(0,1) 19 NA
Network controller hken() 15 NA
asynchronous controller | syac() 60 NA

Tape drive st(cisc(),4) NA 4

We’ll see the information in this table again when we format logical disks and edit the
configuration file before building a new kernel later in this chapter. You might make
a similar table for your own use.

Note that you’ll never need to use the device numbers from this table, but you will
use the SCSI ID number when specifying your tape drive to the diskman program.
These entries are provided here to show you what the default device numbers are. If,
for example, you use up all disk defaults (by adding new disk devices to your system),
then you’ll need to specify a non-standard base address for each new device. For
example, if you added a third ESDI disk controller, you would have to choose a base
address for it. Your system file entry for the third ESDI disk controller might be:

cird@80(ff£££50,0)

The cird notation covers all cied and cimd devices. See Appendix A for more
information on devices and base addresses.
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Phase One: Planning the Installation

Step 4: Assembling Information for the Example System

Knowing that we’ll have three machines in a servnet, we’ve listed the following
information so that we’ll have it handy when needed for other parts of the
installation. See Installing and Managing DG/UXTm TCP/IP if you need information
on obtaining an Internet Protocol (IP) address. A machine’s Ethernet address is
displayed at each powerup.

Table 2-3 Assembled Information for the Example Servnet

Host | IP address | Ethernet address | Release

sales | 128.223.2.1 | 04:00:1c:00:2a:12 | primary

dgl 128.223.2.2 | 08:00:1b:00:a0:17 | primary

sunl | 128.223.2.3 | 08:00:20:00:a7:5d | 68k_sunos_4.0

The empty table below is provided for your host information.

Host | IP address | Ethernet address | Release
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Phase One: Planning the Installation

Step 5: Understanding the DG/UX Directory Tree

This section shows an overview of the DG/UX directory tree. In addition, this
section shows the /, /usr, and /srv file systems.

etc sbin tmp optlocal admin dev var tftpboot

(bin) (lib)

rrrr e

package

N

(spool)(mail) (adm) (news) (ucb)(preserve)

Circles are logical disks (file systems) mounted on directories. In our example system:

accounts is logical disk sales_accounts
package is the mount point for usr_opt_X11

Names in parentheses are symbolic links to directories.

Figure 2-3 An Example DG/UX Directory Tree

etc sbin (tmp)opt local admin  standsrc lib release share include catman bin
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The / Directory Tree

Here is the / file system. The foo --> bar notation indicates that foo is a
symbolic link to bar. For example, commands traditionally found in /bin have been
moved to /usr/bin. Note that bin, dev, etc, lib, and sbin must remain on the root
logical disk. Do not move them elsewhere or use them as mount points.

(bin) --> /usr/bin
(lib) --> /usr/1lib

/
|
|
|
| ===
| |-— etc
| | | -— sysadm
I
| |-- dev
| |-— sbin
| |-— admin
| |-- local
| |-— tmp
| |-— srv
| | -- tftpboot
(.
| |-- var
I |-— adm
| | -- cron
|—— mail
| ~— news
| -- preserve
|
| -- spool
I |-- 1p
| | -- uucp
| | -~ uucppublic
|
|-— tmp
| == uucp
|-- yp
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The /srv Directory Tree

Our sample system is made up of one OS server, one native client, and one foreign
client. Remember that the steps we go through in setting up our OS server are the
same ones you will do if you’re setting up a stand-alone machine instead. Our /srv
looks like this:

/srv

|

| -—— release

| |
| ~———PRIMARY
| |
| | -—-(usr) --> fusr
| | -—- root
| | |
| |--— (MY_HOST) --> / (root)
| |
| |--- dg1
| | --— _Kernels
|
|

—-— 68k_sunos_4

|
|
|
I
|
|
|
|
|
|
|
I
!
|
|
|
|
|
|
I

| -—- usr
——— share | -—- root
| -—- suni
-—— swap | -—- _Kernels
|
|-—- dg1
| --- suni
——— admin
|
|-—- clients
| -—— defaults (sysadm data files)

|-—— releases
The primary release, PRIMARY, has links to the server’s root and usr logical disks.

Having a /srv directory allows the sysadm program to manage releases and clients
regardless of which DG/UX release the server is running.
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The /usr Directory Tree

The file system mounted on /usr contains architecture-dependent and read only,
shareable files. Directories where writes to host-dependent files must occur are
indicated as symbolic links below.

|-- admin

|-- bin

|-- sbin

| -— catman

|-- etc
|-— init.d
|-- master.d

I

|

|

| -- include

|-- 1lib

|-- local =

|-- (adm) --> /var/adm

|-- (mail) --> /var/mail *
|-- (news) -—-> /var/news *
|-- (spool) --> /var/spool
|-- (preserve) —--> /var/preserve
|-- (tmp) --> /var/tmp *
|-- (ucb) --> fusr/bin

| -- release

|-- root.proto

|-— src

| |-~ 1lib

| |-— uts

| |-—aviion

|

|

The /var/spool directory replaces the traditional DG/UX /usr/spool directory. Files
that are host dependent and change size dynamically (print and mail queues, log files,
etc.) are located in /var. Symbolic links preserve the traditional directory tree
structure of /usr. Depending on your usage, you may want to consider making logical
disks for those directories with stars and mounting them under /var.
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File System Mapping: DG/UX to Foreign

If you want take advantage of sysadm to manage foreign clients, then you need to set
up a /srv structure for them. Below we compare Data General’s srv tree to a foreign
system’s comparable structure. The /, /usr, and /var directories are basically the
same, but there are major differences between /srv and the foreign structure.

/sxrv
|
|-—— release
| |-—— PRIMARY (88k_dgux_420)
| | |
| | |-—— usr --> fusr
| | |-== root
| | |-=— MY_HOST --> / (root)
| ! [-—- dgl
| |
| |--- 68k_sunos_4
| |-—- usr
| |——— root
|-- share |--— sunl
|-—— swap
| |
| |--- ag1
| |-—- sunl
|
|-—— admin (sysadm data files)

A foreign system /export structure:

l——— root

| |--- server (primary release: symbolic link to /)
/export——-—| |--- dq1

| |--- sunl

|

| ——— exec
| |--- 88k_dgux_420

| |-—— 68k_sunos_4

|-—- swap

| |~—- server
| [-—— dq1

| |~-- sunl

|

1——— share

On both structures, you’ll see one Data General client (dgl) and one foreign client
(sunl). There are two advantages of Data General’s srv structure:
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Each client can be attached to multiple releases and maintain a separate root
for each release. This way, clients can choose among releases they wish to
boot.

The srv file system contains data files used to maintain clients and releases

which are not associated with a particular root on the server. If the server
boots another release, it won’t lose information about clients and releases.
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Phase Two: Loading the Primary Release

If you have a preloaded disk, this phase may have already been done for you. If so,
you may skip ahead to Phase 3, "Customizing the Primary Release."

By primary release we mean the total contents of the DG/UX system package you
purchased. The package we’re using for our example contains the DG/UX operating
system, TCP/IP, ONC/NFS and some other products. We’ll load and set up these
products later in Steps 13 and 14.
We’ll use stand-alone diskman to load the DG/UX system into the our server’s root
and usr logical disks (do the same thing for stand-alone machines). To do this load,
we’ll use the stand-alone diskman program. This program is a menu-driven disk
management utility with a built-in installation procedure.
The steps in this phase are

® Booting diskman from Tape

o Initializing Physical Disks with diskman

® C(Creating System Logical Disks and File Systems

® Ioading DG/UX Software onto System Logical Disks

e Updating System Software (if necessary)

® Booting the Starter Kernel

e Setting Up DG/UX: Initial Configuration
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Step 6: Booting diskman from Tape

Before working with diskman, you may want to review the DG/UX common format
for naming devices. See the section "Device Specifications: General Background”
near the beginning of this chapter.

We are booting on an AViiON server. If you are booting an AViiON workstation,
your command line will differ depending on your tape device. For instance, you
might use st(insc(),4).

Mount your installation tape and type the following after the SCM> prompt. Our
entry is the specification of the tape drive for the example system:

scM» b st(cisc(),4) 2

This command loads the release tape file 1 into memory and comes up in a device
menu for diskman and queries you about device names. If you are on a server,
respond with duart(). If you are on a workstation, respond with kbd() and then
grfx(). After you complete these steps, diskman begins execution. Once you are in
diskman, you will need to know the proper names for the devices on your server or
workstation. See Appendix A for more information on device names.

The following table shows you how to use the diskman menus.

Table 2-4 Using Diskman Menus

User Input  Description

) Return to previous menu.

? Print HELP message.

number Choose menu item by entering a number.

number? Give information on the item number specified.

q Exit from diskman. Enter this command from anywhere.
New Line Same as entering the default response.
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When the system has loaded diskman, you will see the opening menu:

-

-

Diskman Main Menu
1. Physical Disk Management Menu
2. Logical Disk Management Menu
3. File System Management Menu
4, Initial Installation Menu
5. Update Installation Menu

Enter ? or <number>? for help, = to GO BACK,
or q to QUIT.

Enter Choice: [4]

~

/

Enter 4 to begin initial installation. This option will lead you through all the steps
necessary to get your system running in single-user mode.

You will see the diskman menu for initial installation:

/

N

Initial Installation Menu
1. Initialize Physical Disks
2. Create the Root Logical Disk and File System
3. Create the Swap Logical Disk
4. Create the /usr Logical Disk and File System
5. Load the Root File System
6. Load the /usr File System
7. All Installation Steps

Enter ? or <number>? for help, =~ to GO BACK,
or q to QUIT.

Enter Choice: [7]

/

You need to perform all the steps in the order they are listed, so press New Line to
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enter the default choice (7). The diskman program will automatically take you
through the six steps, beginning with number 1, initializing physical disks.

Step 7: Initializing Physical Disks with diskman

In this step, diskman will format the physical disks, perform read/write surface
analysis to find and remap bad blocks, and install bootstraps.

Surface analysis is very time consuming at this point because you can do only one
physical disk at a time. For now, you must run surface analysis (individually) on the
physical disk or disks that will contain the root, swap, and usr logical disks.

After you choose number 7, the system responds as follows. The responses in bold
type are correct for the example system described earlier. We begin by formatting the
physical disk that will contain the root, swap, and usr logical disks:

1. Initialize Physical Disks
Do you want to run this step? [y] 9

Enter the Physical Disk specification in DG/UX
common format: cied(0,0)

Install a Disk Label on a Physical Disk
Do you want to run this step? [y] 9

A Disk label already exists on disk cied(0,0).
Do you want to reinstall the disk label? [n] yo

Disk Types

6442 ESDI 322Mb

6555 ESDI 648Mb

6491 SCSI 322Mb

6554 SCSI1 622Mb

6541 SMD 1066Mb
6355 SCSI 179Mb

None of the Above.

N oUW

What type of disk do you have? 12
Disk label has been installed.
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Perform Hardware Formatting on a Physical Disk
Do you want to run this step? [y] 9

WARNING: This operation will DESTROY any data on the Physical
Disk cied(0,0).

Do you want to continue? [y] 9

Disk cied(0,0) has been formatted.

Create DG/UX System Areas on a Physical Disk
Do you want to run this step? [y] 9

WARNING: This operation will DESTROY any data on the Physical
Disk cied(0,0).

Do you want to continue? [yl 9

The Physical Disk cied(0,0) is 628906 blocks in size.
Enter the number of blocks to allocate for the remap
area: [189] 9

Install Bootstraps on a Physical Disk

Do you want to run this step? [y] 9

Installed Bootstraps on the Physical Disk cied(0,0).

Perform Surface Analysis on a Physical Disk
Do you want to run this step? [y] 9

If Your Disk Has a Built-in Bad Block Table

Some types of disks come from the manufacturer with a bad block table built into the
hardware itself. If your physical disk comes with a built-in bad block table, you will
see the following message:

Running surface analysis on this model of disk is not
required because the disk controller maintains a hardware

bad block table. See the manual for more details.

You have the option of running either all test patterns
or a single test pattern.

Do you want to run all the test patterns? [y] 9
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Even if your disk has a built-in bad block table, we recommend that you run surface
analysis on it anyway to be sure that there are no problems. We recommend that you
press New Line to enter the default choice, which runs all the test patterns. If you
enter no, diskman will run only one test pattern. The process takes about 20 minutes
per 100 Mbytes, depending on your physical disk model and CPU. An average is
about an hour per physical disk.

For our example system, you would see the following progress message about every
five minutes:

Beginning Surface Analysis...
Surface Analysis 9 percent complete; finished in 50 minutes
Surface Analysis 18 percent complete; finished in 45 minutes

As another five-minute increment of surface analysis is completed, you will see
another progress message. After all patterns have run, the bad block table is written
to the disk. You'll see the following message.

Surface analysis finished.
n bad blocks were found and remapped.
Do you want to format another Physical Disk? [n] y?

If you need to format another physical disk, type y. The program for intializing
physical disks will repeat from the beginning.

For the example system, we need to initialize another physical disk, cied(0,1). Run

the initialization process as before. When you’re finished initializing your disks,
proceed to the next step: Creating System Logical Disks and File Systems.
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Step 8: Creating System Logical Disks and File Systems

In this section, we’ll create the system logical disks, root, usr, and swap.

Creating the Root Logical Disk and File System

Here, diskman creates a root logical disk and makes the / (root) file system. The
dialogue begins as follows:

2. Create the Root Logical Disk and File System
Do you want to run this step? [y] 9
Enter the Logical Disk Name: [root] 9

We used the default name (root). This is the node name that the operating system
will use in /dev/dsk and /dev/rdsk.

Enter the Physical Disk specification in DG/UX common
format: [cied(0,0)] 2

Do you want to display the layout of this
Physical Disk? [n] 9

Enter the Physical Disk Address of the starting block
of the Logical Disk Piece: [default] 9

The default begins at the first available space on the disk.
Enter the size in blocks of the Logical Disk

Piece: [40000] 9

When in doubt about logical disk sizes, choose the default value supplied by the
program. These values are based on experience with the system.
The Logical Disk "root" has been created.

Making a file system on the Logical Disk...
Made a file system on the Logical Disk "root".

Creating the Swap Logical Disk

A swap area is a part of the disk where the operating system stores process
information when memory is in contention.

3. Create the Swap Logical Disk

2-28 Licensed material—property of copyright holder(s) 086-000161



Phase Two: Loading the Primary Release

Do you want to run this step? [y] 9
Enter Logical Disk Name: [swap] 9

Enter the Physical Disk specification in DG/UX common
format: [cied(0,0)] 29

The default physical disk specification will place swap on the same physical disk with
root.

Enter the Physical Disk Address of the starting block
of the Logical Disk Piece: [default] 29

In our example, the default calculated by diskman begins at the first block after the
end of the root logical disk.

Enter the size in blocks of the Logical
Disk Piece: [50000]

The Logical Disk "swap" has been created.

We started with 322 MB (628906 blocks). We still have about 538,906 blocks left on
this disk.

Creating the usr Logical Disk and File System

4. Create the /usr Logical Disk and File System
Do you want to run this step? [y] 9

Enter the Logical Disk Name: [usr] 9

Logical Disk Piece 1:

Enter Physical Disk specification in DG/UX common

format: cied(0,0)

Do you want to display the layout of this
Physical Disk? [n] 29

Enter the Physical Disk Address of the starting block
of Logical Disk Piece 1: [default] 29
Enter the size in blocks of Logical Disk

Piece 1: [180000] 2

The diskman program loops back for information on up to seven more logical disk
pieces. We complete the logical disk pieces for our example as follows.

Do you want to specify any more Logical
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Disk Pieces? [n] 9

The Logical Disk "usr" has been created.
Made a file system on Logical Disk "usr".

Press New Line when ready to continue. 9

Step 9: Loading DG/UX Software onto System Logical
Disks

In this section, we load the / and /usr file systems.

Loading the / File System

In step 5 of the initial installation, diskman loads the / file system’s files from the
release tape to the location you created for it. These files include a starter system
that contains a minimum of information on disk and tape devices.

5. Load the Root File System

Do you want to run this step? [y] 9
Do you want to see the names of the files being loaded? [y] ?

Enter the Logical Disk Name: [root] 9

Enter the tape drive specification in DG/UX common
format: st(cisc(),4) 2

You must enter the name of the specific tape drive unit that you will use to load files
from tape.

Ready to load the Root File System.
Mount the first release tape on the tape drive st(cisc(),4)

Press New Line when ready to continue...
Make sure that your tape is mounted and online, then press New Line. The system
now displays the names of the files as they are loaded (if you answered yes to the

above question).

Loading. ..
n blocks
The Root File System has been loaded.

Press New Line when ready to continue...
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Loading the /usr File System

In this last diskman step, you’ll load the /usr file system from the release tape to the
location you created for it.

6. Load the /usr File System

Do you want to run this step? [y] 9

Do you want to see the names of the files being loaded? [y] 9
Enter the Logical Disk Name: [usr] 2

Enter the tape drive specification in DG/UX common
format: [st(cisc(),4)] 9

Ready to load the /usr File System.
Mount the first release tape on the tape drive st(cisc(),4).

Press New Line when ready to continue...

Loading. ..

When the system has loaded all tapes, you will see these messages:
The /usr file system has been loaded.
Press New Line when ready to continue...

Your starter system has been installed.
You can now boot the DG/UX starter kernel from disk.

If you have additional update software to add, stay in the diskman program and go to
the next step in this phase, "Updating System Software." Otherwise, you can now
boot your starter kernel while you’re running diskman.

Do you want to boot the starter kernel? [y] 9

Now we’ll go to "Phase Three: Customizing the Primary Release."
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Step 10: Updating System Software

In addition to your release tape set, you may have also received one or more tapes
containing incremental updates to the DG/UX system. If so, load those tapes now.
If not, move on to the next phase.

Since your are already in the stand-alone diskman program, return to the Main Menu
and select number 5, "Update Installation Menu." Your system will display the
following:

4 N

Update Installation Menu
1. Update the Root File System
2. Update the /usr File System
3. All Update Steps

Enter ? or <number>? for help, =~ to GO BACK,
or q to QUIT.

Enter Choice: [3]

NS _J

Mount your update tape, then select number 3. The system displays:

1. Update the Root File System

Do you want to run this step? [y] 9

Do you want to see the names of the files being loaded? [y] 9
Enter the Logical Disk Name: root o

Enter the tape drive specification in DG/UX common
format: st(cisc(),4) 9

You must enter the name of the specific tape drive unit that you will use to load files
from tape. Make sure the tape is online and at BOT. You will be prompted for each
tape.

Mount the first release tape on the tape drive st(cisc(),4).
Press New Line when ready to continue...

The system now displays the names of the files as they are loaded (if you answered
yes to the above question).

Loading. ..
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n blocks
The Root File System has been updated.
Press New Line when ready to continue...

Pressing New Line takes you automatically to the next step in the Update Installation
Menu.

Updating the /usr File System

In this step, diskman loads the /usr file system from the update tape.
2. Update the /usr File System

Do you want to run this step? [y] 9
Do you want to see the names of the files being loaded? [y] 9

Enter the Logical Disk Name: usro

Enter the tape drive specification in DG/UX common
format: [st(cisc(),4)] 9

Mount the first release tape on the tape drive st(cisc(),4).
Press New Line when ready to continue... 29

Loading. ..

You will be prompted to load each tape. When you have loaded the last tape, you
will see these messages:

The fusr file system has been updated.
Press New Line when ready to continue...?

Your system has been updated.
You can now boot the DG/UX starter kernel from disk.

Do you want to boot the starter kernel? [yl
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Phase Three: Customizing the Primary
Release

The steps in this phase are
® Booting the Starter Kernel
® Creating Other Logical Disks and File Systems
® Ioading Software Packages with sysadm
e Setting Up Software Packages with sysadm
® Building a Custom Kernel
® Setting Default Boot Characteristics

e Starting System Administration

Step 11: Booting the Starter Kernel

The last thing we did in Phase Two was boot our starter system using diskman. If you
have a preloaded disk which allowed you to skip Phase Two, then you need to boot
the starter system from the SCM> command line.

Booting an OS Server or Multiuser System

We’re booting an OS server with ESDI disks. If we needed to boot the starter system
from the SCM> command line, we would type

SCM> b cied(m,n)root:/dgux.starter )
where m is the disk controller number and » is the disk unit number.

On an OS server with an ESDI disk, when the starter kernel prompts for a device
name, enter cied().

To boot an OS server with a SCSI disk, you would use a command line like this:
SCM> b sd(cisc(m),n)root:/dgux.starter )

where m is the disk controller number and 7 is the disk unit number (probably 0 if a
disk device or 4 if a tape device).

On OS servers with a SCSI disk, the starter kernel prompts you for the device name.

Respond with sd(cisc(),0). If your server has a SCSI tape device, respond with
st(cisc(),4) after entering the SCSI disk device name.
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To boot an OS server with an SMD disk, you would use a command line like this: |
SCM> b cimd(m,n)root:/dgux.starter |
where m is the disk controller number and n is the disk unit number. |

On OS servers with an SMD disk, when the starter kernel prompts for a device |
name, enter cimd(). |

Booting a Standalone Workstation

If you’re booting an AViiON workstation, your specification will be different; it will
reflect the devices specific to your hardware. For instance, you might boot with the
command

SCM> b sd(insc(m),n)root:/dgux.starter o |
where m is the disk controller number and n is the disk unit number. |
The first thing we have to do as the starter system comes up is enter the names of a

minimum number of devices. The following table shows the devices for AViiON
systems and workstations.

Table 2-5 Starter System Devices

AViiON system | AViiON workstation
cird() sd(insc(),0)
st(cisc(),4) st(insc(),0)
duart() duart()

kbd()

grix()

After you have entered your device names, press the New Line key to the last
Device Name? prompt. For more complete information about device names, see |
Appendix A. |

The mnemonic cird covers cied and cimd devices.

The system displays the following:
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DG/UX Starter System

Enter the names of the devices you will use in
DG/UX Common Specification Format. Enter just newline
when done.

Examples: sd(insc(),0) st(insc(),4) cird() st(cisc(),4)
Include duart() for servers and grfx() and kbd() for workstationms.

Device Name? duart() 9
Device Name? cird() 2
Device Name? st(cisc(),4) 9
Device Name? 9

** root: No check necessary for root

INIT: Cannot open /etc/TIMEZONE. Environment not initialized.
INIT: /etc/inittab file created from prototype file

INIT: Checking and mounting /usr...

INIT: /usr is now mounted

INIT: SINGLE USER MODE
su: unable to access /etc/passwd

#

The messages from INIT concerning TIMEZONE and passwd are not errors. They
simply indicate that your system is not fully initialized yet.

Setting Up DG/UX: Initial Configuration

Run levels are explained in Chapter 3. For now, simply follow our instructions. To
continue with installation, you need to change run levels and go to administrative
mode, run level 1, where the sysadm program and local file systems are available.
Note also that as you go into run level 1 for the first time, a number of system data
base files are automatically created from prototype files.

To change run levels from single-user level S to administrative level 1, type:

2-36

# init 1
chk. fsck:
chk.date:
Current date/time: Wed Jun 10 08:15 EDT 1989

Is the current date, time, and TIMEZONE correct? [n]: yo

Setting up package: dgux
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Initializing system database files from .proto files:

initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize
initialize

Setting up

/etc/passwd
/etc/group

Messages about initializing prototype files will differ depending upon your
configuration.

/etc/dgux.params
/etc/dgux.rclinktab

/etc/dumpdates
/etc/dumptab

/etc/gettydefs
/etc/login.csh

/etc/motd

/etc/profile
/etc/stdlogin

/etc/stdprofile
/etc/syslog.conf

/etc/TIMEZONE

/etc/wtmp

/etc/admin/.profile
/etc/sysadm/architecture
/etc/sysadm/dumpcycle

/etc/sysadm/mt

/etc/sysadm/timezone
/etc/sysadm/tty
/etc/sysadm/user
/etc/sysadm/uucp

the rc*.d directory links.
Cleaning links in /etc/rc#.d directories.

.............................................

Initializing system database file from .proto files:
initialize /usr/lib/acct/holidays

initialize /usr/lib/uucp/Devices

initialize /usr/lib/uucp/Dialcodes

initialize /usr/lib/uucp/Dialers

initialize /usr/lib/uucp/Permissions

initialize /usr/lib/uucp/Sysfiles

initialize /usr/lib/uucp/Systems

initialize /usr/lib/uucp/remote.unknown

initialize /usr/lib/uucp/Poll

chk.system:

Cleanup the /etc/ps_data file and /etc/log files.
Check for missing local passwords.

** WARNING: These local accounts have NO password.
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root::0:1:root:Special Admin Login/:/sbin/sh

sysadm: :1:sysadm:Regular Admin Login/admin:/sbin/sh

chk.devlink:

Add short names (for device nodes) to /etc/devlinktab

/dev/rmt
/dev/pdsk
/dev/rpdsk
/dev/pdsk
/dev/rpdsk

0

H P OO

st (insc@EFFF8A000),4,0)
cied@18(FFFFEF00)
cied@18(FFFFEF00)
cied@l9(FFFFF100)
cied@19(FFFFF100)

Link short names for /dev device nodes:

/dev/rmt/0 -
/dev/rmt/0On -—->
/dev/pdsk/0 —->
/dev/rpdsk/0 —->
/dev/pdsk/1 —->
/dev/rpdsk/1 —->

/dev/rmt/st(insc@E(FFF8A000),4,0)

/dev/rmt/st(insc@E(FFF8A000),4,0)n

/dev/pdsk/cied@18 (FFFFEF00)
/dev/rpdsk/cied@18 (FFFFEF00)
/dev/pdsk/cied@19(FFFFF100)
/dev/rpdsk/cied(@19(FFFFF100)

Executing the /etc/rcl.d scripts.

Starting syacs: /usr/lib/syac/syacload -a
Starting rc.update: update
Starting rc.localfs: mount -at dg/ux

The following file systems are now mounted:

/dev/dsk/root on / type dg/ux (rw)
/dev/dsk/usr on /usr type dg/ux (rw)

Starting rc.setup:

Check for packages that haven’t been set up.

Press <RETURN> to display prompt.

no—-node

DG/UX Release 4.20

login: sysadm 9

Note that above we typed the sysadm login, instead of the traditional root login. This
logs you in to /admin and gives you all the superuser privileges of the root login. If
you keep .profile and other personal files in /admin, this ensures that / (root)
remains a clean, protected directory that you can always boot.
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Step 12: Creating Other Logical Disks and File Systems

This section shows how we create remaining logical disks on our two physical disks.
We'll refer to Figure 2-2 where we planned the contents of both disks. Note that you
may not have to make the usr_opt_PKG logical disks listed below; they may have
come preloaded on your system. The sizes (in 512-byte blocks) of the logical disks we
will create are:

1st Physical Disk - cied(0,0)

usr_opt_X11 105,000 blocks (may be preloaded)

usr_opt_imagen 15,000 blocks (may be preloaded)

sales_accounts 200,000 blocks

Free Space about 35,000 blocks

2nd Physical Disk ---- cied(0,1)

srv 2000 blocks
srv_dgux420 160,000 blocks
srv_sunosd 270,000 blocks
srv_swap 128,000 blocks
var_tmp 30,000 blocks

Free Space about 50,000 blocks

Let’s work on physical disk cied(0,0). To begin, return to the Logical Disk
Management Menu. Select number 1, Create a Logical Disk.

Using our plan, we need to create the rest of our logical disks. You know how to use

diskman, and you should have a plan of your own by now, so go ahead and make the
rest of your logical disks. Use sysadm diskmgmt.

Adding File Systems to /etc/fstab with sysadm

Now that the file systems are created, we need to make them accessible. We do this
with the sysadm addfsys command. For instance, after we create the sales_accounts
logical disk and file system, we’ll need to mount it on /sales/accounts. We mount as
follows:

# sysadm addfsys

Running subcommand ’‘addfsys’ from menu ’fsmgmt’,
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FILE SYSTEM MANAGEMENT

Mount Directory Name? /sales/accounts )

Is this a local file system? [yes] 29
Writeable? [yes] 2

Dump Cycle? [d] 9

fsck Pass? [1] 9

Export the file system? [no] yo

The entry for /sales/accounts has been added.
The directory /sales/accounts does not exist.
Create /sales/accounts? [yes] 29

Mount the file system? [yes] 9

The file system has been mounted.

Invoke the addfsys command again to mount the rest of your file systems. Diskless
clients will use this same procedure to gain access to the file systems on the server’s
disk. See Chapter 8 for more information on accessing file systems. Refer to Table
2-1 where we planned the mount point directories for our file systems. You should
have a similar plan for your file systems.

NOTE: When you mount the /srv and srv/swap file systems, do not export them.
The sysadm program will later export subdirectories of these file systems as
OS clients are added.

Step 13: Loading Software Packages with sysadm

The sysadm loadpackage function allows you to load all software packages at once
that are on a single tape. TCP/IP, NFS, and the X Window System™ are among the
packages on our tape Each package name will be displayed; we’ll select the ones we
want to load.

Note that among our packages is one window applications package which will be
loaded in the /usr/opt/X11 file system. The /usr/opt/X11 file system must be
mounted before a package can be loaded into it. With this mount done, the package
will automatically be loaded in the correct location. Note that loadpackage loads
files into a release area relative to the load point specified in the release’s tape table
of contents.

Before you use loadpackage, you must first run sysadm makesrv to create the /srv
directory tree. Then begin loading packages.

We’ll begin by typing:
# sysadm loadpackage o
Release Area? [PRIMARY] 29
Tape Drive? [0] 9

Is the Tape Mounted and Ready? [yes] 9

Load Package dtk? [yes] 9
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Load Package gcc? [yes] 9
Load Package onc—nfs? [yes] 9
Load Package tcpip? [yes] 9
Load package X11? [yes] 9

List file names while loading? [yes] mo2?

Mount Volume 1.
Is the tape mounted and ready? [yes] 9
loadpackage is finished.

#

Loading the above products took about 35 minutes.

Step 14: Setting Up Software Packages with sysadm

Different packages will require different kinds of set up. See the release notice for
each product you load. In this step, we’ll set up TCP/IP, build a new kernel, then set
up NFS and YP. In setting up a package with sysadm setuppackage, you answer
queries or supply parameters or data needed by a given package. Remember to run
sysadm makesrv before setting up software packages.

See Installing and Managing DG/UX™ TCP/IP for detailed information on the
TCP/IP product. We provide basic information concerning our example system in
this section. To install TCP/IP, you’ll need to know similar information about your
system before you begin. To set up the OS server, sales, for our example system,
our TCP/IP information follows:

host name The OS server is named sales.
Internet address The Internet address for sales is 128.223.2.1 .
network name sales is on a network named skyhook.

broadcast address type The type is all ones. (BSD 4.3)

controller type The controller type is Hawk Ethernet, hken.
For a workstation, it would be inen.
controller name The controller name is hken0.
test host For testing, you’ll need the name of one running remote

host and its Internet address.
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TCP/IP

Since we have assembled the information we’ll need, all we have to do is invoke the
TCP/IP setup scripts via the setuppackage function. When we finish TCP/IP, we’ll
build a new kernel, then move on to NFS and the Yellow Pages. For now, let’s
assemble the information we need for NFS and YP.

NFS

See Managing NFS and Its Facilities on the DG/UX™ System for basic information
and concepts. This section assumes that you are familiar with NFS and provides only
minimal information.

NFS planning consists of compiling a list of remote hosts, remote host managers, and
remote host file systems that are of interest to you. The parameters for NFS are in
/etc/nfs.params. You can read this file for instructions on entries you may want to
modify. A proto file will be initialized if you choose not to modify this file.

Yellow Pages (YP)

Setting up the Yellow Pages (YP) requires a thorough understanding of how the
process works. This section only shows the specific information we need for our YP.

Below, we’ll list the YP information for our sample system:

host name sales

YP class Of master, server, or client, we’ll be the YP master.
master host sales is the host that keeps the master YP database
network address 128.223.2.1

YP domain name top.domain

Setting Up TCP/IP

Now that we’ve listed the information we need, let’s invoke the command to begin
setting up the first package:

# sysadm setuppackage )
Release Name? [PRIMARY] 29
The following packages have setup scripts that have not been run:

tcpip onc—nfs YpP X1
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Package Name? [all] tcpip 9
Processing setup scripts for package tcpip.
Set up package tcpip in usr? [yes] 9

There is a naming convention conflict between the restricted
shell and the remote shell. 1In revisions of DG/UX before 4.00
the restricted shell command was named restsh and the remote
shell command was named rsh. Therefore, we have renamed the
remote shell command to be remsh. You will be asked if you
prefer the old naming conventions. If you choose the default,
the restricted shell will be installed as /usr/bin/restsh and
the remote shell as /usr/bin/rsh.

If you want SVID compliance, say NO.
If you want to keep the old naming conventions, pick the default.

Do you prefer the old naming conventions? [y]

Restricted shell is named /usr/bin/restsh.
Remote shell is named /usr/bin/rsh.

Remote Commands Installation Complete
Press NEWLINE when ready to continue... 9

Executing /usr/bin/newaliases..please wait

Sendmail Aliases Setup Complete
Press NEWLINE when ready to continue... 2

Setup Package tcpip in MY _HOST root? [yes] 9
Setting up package: tcpip
Creating links for initialization scripts...please wait

File: /srv/release/PRIMARY/root/MY HOST/etc/tcpip.rclinktab
has been created from prototype file.

Making rc script links to source directory.

File: /srv/release/PRIMARY/root/MY_HOST/etc/hosts has been
created from prototype file.

File: /srv/release/PRIMARY/root/MY_ HOST/etc/networks has been
created from prototype file.

File: /srv/release/PRIMARY/root/MY HOST/etc/services has been
created from prototype file.

File: /srv/release/PRIMARY/root/MY HOST/etc/protocols has been
created from prototype file.
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File: /srv/release/PRIMARY/root/MY HOST/etc/inetd.conf has been
created from prototype file.

File: /srv/release/PRIMARY/root/MY HOST/etc/ethers has been
created from prototype file.

File: /srv/release/PRIMARY/root/MY HOST/etc/tcpip.params has been
created from prototype file.

Press NEWLINE when ready to continue... 9

Do you want support for loop interface? [y] 9

Updating /srv/release/PRIMARY/root/MY HOST/etc/hosts and
/srv/release/PRIMARY/root/MY HOST/etc/networks files...Please Wait.

NOTE: Any entries encountered containing conflicting information
will be deleted from the offending file.

The following lines have been removed from file
/srv/release/PRIMARY/root/MY_HOST/etc/hosts:

—-Begin Remove List-—-—
internet_address localhost
-—End Remove List

The entry "internet_address  localhost" has been added
to /srv/release/PRIMARY/root/MY_HOST/etc/hosts.

Updating "/srv/release/PRIMARY/root/MY HOST/etc/tcpip.params”

IMPORTANT NOTE: You MUST have a loop entry specified in your
system configuration file. Consult the system(4) man page for
more information.

Local Loopback Environment Installation Complete
Press NEWLINE when ready to continue...

The following queries refer to the host being installed:

Enter Host Internet Address: 128.223.2.190

Enter Host Name: sales )

Enter Network Name: skyhook o

Is skyhook a subnetted network? [n] yo?

Enter the network mask: Oxffffffo0 o

Calculating the network address...Please Wait.

Updating /srv/release/PRIMARY/root/MY HOST/etc/hosts and
/srv/release/PRIMARY/root/MY HOST/etc/networks files.
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The entry "128.223.2.1 sales" has been added to
/srv/release/PRIMARY/root/MY HOST/etc/hosts.

The entry "128.223.2 skyhook" has been added to
/srv/release/PRIMARY/root/MY_ HOST/etc/networks.

Enter controller device name: hken0 )

There are two variations of Broadcast addresses. A BSD 4.2
compatible broadcast address has a host portion of all zeros.
A BSD 4.3 compatible broadcast address has a host portion of
all ones.

Calculating network portion of broadcast address...please wait

Do you want the host portion of the broadcast address to be
all ones? [yes] 9

Calculating broadcast address...please wait

Updating /srv/release/PRIMARY/root/MY HOST/etc/tcpip.params.
IMPORTANT NOTE: You MUST have a "hken" entry specified in your
system configuration file. Consult the system(4) man page for

more information.

Local Environment Installation Complete.
Press NEWLINE when ready to continue... 9

Would you like to add a remote host entry? [y] 9
The following refers to other hosts on this network:

Enter Host Internet Address: An existing host address
Enter Host name: An existing host name
The entry has been added to /etc/hosts.

Do you want to add another remote host entry? [n] 9

Remote Environment Installation Complete
Press NEWLINE when ready to continue...

Do you want to edit the
/srv/release/PRIMARY/root/MY_ HOST/etc/protocols file? [n] 9

Do you want to edit the
/srv/release/PRIMARY/root/MY HOST/etc/services file? [n] 9

Network Environment Installation Complete.
Press NEWLINE when ready to continue...

Enter FTP login directory
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[/srv/release/PRIMARY/root/MY HOST/var/ftp]: 9

Modifying ftp password entry in
/srv/release/PRIMARY/root/MY_ HOST/etc/passwd.

Directory: /srv/release/PRIMARY/root/MY HOST/var/ftp
has been created.

Directory: /srv/release/PRIMARY/root/MY HOST/var/ftp/bin
has been created.

Directory: /srv/release/PRIMARY/root/MY HOST/var/ftp/etc
has been created.

File: /usr/bin/ls has been copied to
/srv/release/PRIMARY/root/MY_HOST/var/ftp/bin/ls.

File: /usr/bin/pwd has been copied to
/srv/release/PRIMARY/root/MY_ HOST/var/ftp/bin/pwd.

File: /etc/group has been copied to
/srv/release/PRIMARY/root/MY HOST/var/ftp/etc/group.

FTP Installation Complete.
Press NEWLINE when ready to continue...

WARNING: The following query may produce a security breach in your
system. An entry in the hosts.equiv file allows a user from the
specified remote host having the same name to remotely login to
your host WITHOUT having to enter a password. Caution should be
exercised in adding entries to this file.

File: /srv/release/PRIMARY/root/MY_ HOST/etc/hosts.equiv has been
created from the prototype file.
Do you wish to add a host to the /etc/hosts.equiv file? [n] 9

Remote Commands Installation Complete.
Press NEWLINE when ready to continue...

Do you wish to customize ruleset 0? [n] 9
Modifying mail passwd entry in
/srv/release/PRIMARY/root/MY_ HOST/etc/passwd.

Do you wish to use sendmail as the mailx router? [y] 9
The directory /srv/release/PRIMARY/root/MY_HOST/var/mailx
has been created.

The file /srv/release/PRIMARY/root/MY HOST/var/mailx/mailx.rc
has been created.
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The entry "set sendmail = /usr/lib/sendmail" has been
added to /srv/release/PRIMARY/root/MY HOST/var/mailx/mailx.rc

File: /usr/etc/aliases has been created from the proto file.
Do you want to edit the /usr/etc/aliases file? [n] 9

Sendmail Installation Complete

#

The TCP/IP package setup is complete at this point. Before we can fully set up NFS
and YP, we need to build a new kernel. We’ll go on to Step 15 and build a kernel,
then use sysadm setuppackage again on NFS and YP. Then we’ll reboot the system
and complete the setup for YP.

Step 15: Building a Custom Kernel

We will build the kernel for the primary release in this step. Our homogeneous OS
client, dg1, will be booting a slightly different configuration of this kernel. Note that
client managers can build their own kernels or server managers can build kernels for
clients. For now, we’re interested in getting our server installed; in Step 19 we’ll show
you how to build kernels for clients.

To build or rebuild a kernel, you must edit the prototype system file to reflect what
you actually have in your system. We will use sysadm newdgux to edit the system
file, and run the build programs. When the process completes successfully, you’ll
reboot the system and bring up your custom kernel.

In this procedure, the newdgux command will ask you for the name of the system file
that contains your changes to the system’s parameters and a list of all devices on the
system. The default name is the prototype system configuration file, aviion for
servers and stand-alone machines. If you’re configuring for a diskless client, you
should specify diskless. You will then be asked to name an editor to edit the system
file. The default is vi. When you finish editing, config(1M) automatically runs on the
system file to produce program code in a file named conf.c. Next, a build program is
invoked. This program compiles conf.c and links the libraries in
/usr/src/uts/aviion/lb to build your customized kernel image. The executable image
is built in /var/Build. If config or the build program are unsuccessful, the editor is
invoked again.

In the example below, we will edit the file so that it represents our example system.
The newdgux command concatenates the available prototype files together into a
single file. In this case, we have files for the DG/UX operating system, TCP/IP, and
NFS. If you had other products, then the prototype files for those products would
also be concatenated. Read the explanation parts of the system file as you edit it.
You will find typical configurations for diskless workstations and server/stand-alone
machines.

We will use the # notation to comment out those items we do not want configured
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into our system. Bold #’s below are the ones we added to the file. We begin by
typing

# sysadm newdgux )

Running subcommand ’'newdgux’ from menu ’'sysmgmt’,
SYSTEM CONFIGURATION MANAGEMENT

System Name? [aviion] 9
System File /usr/src/uts/aviion/Build/system.aviion does not
exist. Create the system file? [yes] 9

Editor? [vi] 9

Copyright (C) Data General Corporation, 1987 - 1989.
All Rights Reserved.
Licensed Material —— Property of Data General Corporation.

This software is made available solely pursuant to the

ECEE S T

terms of a DGC license agreement which governs its use.

# sccsid = "@(#) 88K 1989 system.dgux.proto 92.6"

Prototype fragment of system configuration for:

(Product Name): DG/UX
(Release): 4.20

This prototype is provided to assist you in creating your
customized system configuration file.

This file consists of system file entries pertaining to this
product. 1Include this fragment in your customized system file
and edit it to reflect your system’s configuration.

See this product’s master file (in /usr/etc/master.d) for more details.

H R OH F T W H R K M O O K

It

Devices:

List all devices and pseudo-devices in this section, one entry per
line. Typical configurations for both workstations and server systems
have been provided below; delete entries that do not apply to your
system and add to the list any devices your system has that are not
already listed.

H O M H X W W K

####4 Typical workstation configuration:

NOTE: For tape and disks, you can use a star in the unit field to incorporate all
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devices of that type. For instance, sd(insc(),*) and st(insc(),*).

R OH OB BB R R R R RN R

NOTE: For tape and disks, you can use a star in the unit field to incorporate all

kbd()

grfx()
duart()

lp()
sd(insc(),*)
st(insc(),*)

inen()

pte()
pts()
pmt ()
log()
pri()

H O B

H O H H R

keyboard
graphics display

# —— integrate<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>